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James Buckett

25 Marningdale Circle
Madison, WI 53717

March 18, 2004

FCC Chajirman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppositicn ta the
Department of Justice s request that all new Internet communicatian services bhe
requirved to have built—in wiretapping access,

I do not helieve this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBRI to conduct surveillance. The FBI is going far beyond these existing
powers hy trying to force the industry to actually build its systems around
davernment eavesdropping. It is the eguivalent of the government reguiring all
new homes be built with a peephole for Taw enforcement to losk thraugh.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources tike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the lTegislative process to slter that careful balance.

I understand that by requiring a master key toc our perconal <ommunications, the
government 1s creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
effarts to pravide this sort of backdoor access have not been successful and
cnly created a rich cpportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department cf
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing vour thoughts on this matter.

Sincerely,

James Buckett
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Mark Leafgreen

1216 Family Ct
Calesburg, IL 61401

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

Aas & concerned individual, I am writing to express my opposition to the
pepartment of Justice s request that all new Internet communication services be
reguired to have built—in wiretapping access.

I do not believe this regquirement is necessary. Lecngstanding laws already
require Internet Service Providers and Internet teiephone companies to allow
the FBI to conduct surveiliance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdrapping. It is the eguivalent of the government requiring all
new homes be built with a peephole for Yaw enforcement to look through.

I am very cancerned that this reguirement represents an end-run around
Congress. lLawmakers, after extensive deliberations., set up boundaries for how
the FBI can collect informatiaon between sources Tike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government 15 creating the very real potential for hackers and thieves or
even raogue government agents to access our personal communications. Past
effarts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

once acain, I urge you to oppose the dangerous suggestion of the Department cof
Justice that our new Internet communication technolegies should have built—in
wiretapping.

I look farward to hearing yaur thoughts on this matter.

Sincerely,

Mark Leafqrean
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Katherine Paspalis

11142 Barman Ave.
Culver City, €A 90230

March 18, 2004

FCC Chairman Michael Powell
federal Communicatiocns Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

fs a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

This requested new requirement is unnecessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdrepping. It 4s the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to Took through.

I am very concerned that this regquirement represents an end-run around
Congress. Llawmakers, after extensive deliberaticons, set up boundzries for how
the FBI can collect information between sources tike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key toc our personal communications, the
government 1s creating the very real potential for hackers and thieves ar
gven rogue covernment agents to access our persanal communicatiaons. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich oppartunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet cammunication technologies should have built—=in
wiretapping.

I look forward to hearing your thoughts an this matter.

Sincerely,

Katherine A. Paspalis
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Drew Perkins

12329 Vista Arroyo Court
Saratoga, CA 35070

March 19, 2084

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, T am writing to express my opposition to the
Cepartment of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allaow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdrapping. It is the eguivalent of the government requiring all
new homes be built with a peephale for law enforcement to lock through.

I am very concerned that this reguirement represents an end-run around
Congress, Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The F8I s aggressive and expansive reading of the law
wauld bypass the Tegislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort af backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that aur new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter,

Sincerely,

Drew Perkins
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Jason Lacoste

538 Adams St
Port Townsend, WA 98368

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chajrman Powell:

As a concerned individual, I am writing to express my oppositiaon to the
Department of Justice s request that all new Internet communication services bhe
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The ¥BI is going far beyand these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government reguiring aill
new homes be built with a peephole for law enforcement to took through.

I am very concerned that this reqguirement represents an end-run arcund
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can c¢ollect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
EVEN rogue government agents to access our personal communications. Past
efforts to provide this sart of backdonr access have not been successful and
anly c¢reated a rich appartunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Jason Lacaste
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Dina Meyer

2650 Pearce Drive 410
clearwater, FL 33764

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As & concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Praviders and Internet telephone companies to allow
the FBI to c¢onduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government reguiring all
new homes be built with a peephole for Taw enforcement to Took through.

I am very concerned that this requirement represents an end-run around
fongress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information bhetween scurces like phene companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the jaw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communicatians. Past
efforts to provide this sort nf backdoor access have not been successful and
only created a rich apportunity for hackers.

Once agajin, I urge you to appose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Yook forward to hearing your thoughts on this matter.

Sincerely,

Dina Meyer
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Arthur Kennedy

£768 Sueno Road, Isla Vista
Isla Wista, CA 93117

March 19, 2004

FCC Chairman Michael Powel}
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet cammunication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to ailow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the gavernment requiring all
new homes be built with a peephole fer law enforcement to look through.,

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can coilect infaormation hetween scurces like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves or
even rogue government agents to access cur personal communications. Past
efforts to pravide this sart of backdeor access have not besn successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Tustice that our new Internet communication technologies shauld have built-in
wiretapping.

I Took fFarward to hearing your thoughts on this matter,

Sincerely,

Arthur Kennedy
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Heilani Hinman

26450 Hinman Lane
Covelo, CA 35428

March 15, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washingtan, 0C 20554

FCC Chairman Powell:

As a concerned individual, T am writing to express my opposition to the
Department of JTustice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far bevond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to Took through.

I am very <oncerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can callect infarmation hetwaen sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the Jegislative process to alter that careful balance.

I understand that by requiring a master key to our personal <ommunications, the
government is <reating the very real potential faor hackers and thieves or
gyen rogue government agents to access our personal communications, Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich apportunity for hackers.

Once zgain, I urge you to appose the dangerous suggestion of the Department of
Justice that our new Internet caommunication technologies should have built—in
wiretapping.

I look farward to hearing your thoughts on this matter.

Sincerely,

Meilani K. Hinman



Thu 25 Mar ZD[I‘} 25:54:00 AM EIST F. 4
michael graziano

11 andover lane
poughkeepsie, NY 12601

Harch 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, T am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government reguiring all
new homes be built with a peephole for Taw enforcement to look through.

I am very concerned that this requirement represents an end-run arcound
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between scurces 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves or
BYEN roague government agents to access our personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Tustice that our new Internet communication technologies should have built-in
wiretapping. '

I look farward to hearing your thoughts on this matter.

Sincerely,

michael graziano
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Diane Barber

901 SW Tyler #214
Topeka, Kansas 6BB12

March 1%, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

#s a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
reguired to have built-in wiretappinhg access.

I do not believe this requirement is necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephone companies to allaow
the FBI to conduct surveillance, The FBI is going far bheyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring ail
new homes he built with a peephole for law enforcement to Tcok through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources Jike e-mail., The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
gven rogqgue government agents to access our personal <ommunications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich cpportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Diane Barber
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Wolf

760 West End Avenue 8B
New York, NY 10025

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Cammission
445 12th Streest SW

Washington, DC 205594

FCC Chairman Powell:

As a concerned individual, T am writing to express my opposition te the
Department of Tustice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this reguirement 1s necessary. Longstanding iaws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to <onduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gaverrment eavesdropping. It is the equivalent of the gavernment requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI <an collect information between sources 1ike phone companies and data
sources like e-mail. The fBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal commuynications, the
government is c¢reating the very real potential for hackers and thieves or
gven rogue government agents to access our personal communications. Past
efforts to provide this sart of backdoor access have not heen successful and
only created a rich oppartunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have builit—in
wiretapping.

I look forward te hearing your thoughts on this matter.

Sincerely,

P Wolf
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Paula Grande

201 East 12 §t. PH-b
New York, NY 10003

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street Sw

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my'uppusition to the
Department of Justice s request that all new Internet communication services be
reguired to have built—in wiretapping access.

I do not helieve this reguirement is necessary. Longstanding Taws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
goverpment eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Concress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that hy requiring a master key to our pesrsonal communications, the
government is creating the very real potential for hackers and thieves Por even
rogue government agents Pto access ocur personal communications. Past efforts
to provide this sort of backdoorPaccess have not heen successful and only
created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion af the Department of
Justice that our new Internet communication technclogies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Paula CGrande
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John Crayton

13407 South Peachfield Circle
Houston, tx 77014

March 18, 2004

FCC Chairman Michae]l Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powelil:

As a concerned individual, I am writing to express my opposition tec the
Department of Justice s request that all new Internet communication services be
reguired to have built—in wiretapping access.

1 do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephsne companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
nowers hy trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end—run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infarmation between sources tike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the Jegislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is c¢reating the very real potential for hackers and thieves or
BYEN rogue government agents to access cur personal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich apportunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that cur new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

John Crayton
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Jerry Goddard

220 Cushing Rd.
Newmarket, NH 03857

March 18, 2004

FCC Chairman Michael Powell
Fedaral Communications Commissiaon
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my cpposition to the
Department of JTustice s reguest that all new Internet communication services be
required to have bhuilt—in wiretapping access.

T do not belijeve this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone <ompanies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information hetween sources Yike phone companies and data
saurces like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the Tegislative process to alter that careful balance.

I understand that hy requiring a master key to our psrsonal communicatiens, the
government is creating the very real potential for hackers and thiasves ?or even
rogue government agents ?to access our personal communications. Past efforts
to provide this sort of backdoor?access have not been successful and anly
created a rich opportunity for hackers.

Once again, I urge you to oppase the dangerous suggestion of the Department aof
Tustice that ocur new Internet communication technologies should have buiit-in
wiretapping.

I look farward to hearing your thoughts on this matter.

Peace,

Rev. Terry Goddard
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Lucy Bocian

4527 N. Artesian Ave
Chicago, IL 50625

March 18, 2004

FCC Chairman Michasl Powell
Federal! Communications Cammission
445 12th Street Sw

Washingtan, BC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppesition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone <ompanies to allow
the FBI to canduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdrapping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run arocund
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infaormation between sources 1ike phone companies and data
sgurces 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the Tegislative process to alter that careful balance.

I understand that hy reguiring a master key to our personal communications, the
government is creating the very real patential for hackers and thieves ar
evenh rogue government agents to access our personal communications. Past
efforts to provide this sort aof hackdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangercus suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Lucy Boc¢ian
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Reid Ahl

270 Washington St Ext
Harrisville, PA 16038

March 18, 2004

FCC Chairman Michael Powell
Federal Communicaticns Commission
445 12th Street SW

Washington, DC 20554

FCC Chajrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services he
required to have built—in wiretapping access,

I do not helieve this requirement is necessary. Longstancding laws already
require Internet Service Providers and Internet telephone <ompanies to allow
the FBI to conduct surveillance. The FBI is going far beyand these existing
powers by trying to force the industry to actually build its systems arcund
government eavesdropping. It is the equivalent of the government requiring ail
hew homes bhe built with a peephole for law enforcement to took through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can ¢ollect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications, Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich apportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built=in
wiretapping.

T loak forward to hearing vour thoughts on this matter.

Sincerely,

Reid Ahl
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Ann Johannsen

P.0. Box 160
Mahegan Lake, NY 10947

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Cammission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI i going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
hew homes be built with a peephole for law enforcement to look through.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
geven rogue government agents to access our personal communications. Past
efforts to provide this sart of backdoor access have not been successful and
anly created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Tustice that our new Internet communication technologies should have built—in
wiretapping.

I Yook forward to hearing your thouchts on this matter.

Sincerely,

Ann  Tohannsen
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Brian Ford

1200 K Perkins Rd m—-14
stillwater, oklahoma 74075

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a c<oncerned individual, I am writing to express my opposition toc the
Department of Justice s reguest that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Langstanding laws already
require Internet Service Providers and Internet telephone campanies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes he built with a peephole for law enforcement to Took through.

I am very <oncerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between scurces 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves cr
even rogue government agents te access our personal communicaticns. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge vyou to oppose the dangercus suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Brian Ford
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Robert Rickun

8338 Marma
West Hollywood, CA 90089

March 18, 2004

FCC Chairman Michael Powell
federal Communications Commission
445 12th Street SW

Washington. DC 20554

FCC Chairman Powell:

As a cancerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allaow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to feorce the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the gavernment requiring all
new homes be buiit with a peephale feor Jaw enforcement to look through.,

T am very cancerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real patential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich apportunity for hackers.

Once again. I urge you to oppose the dangerous suggestion of the Department of
TJustice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Rabert Rickun
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Rosanne Arhowitz

8661 Kaiser Road
Saline, Michigan 48176

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Strest SW

Washington, DC 205954

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet cammunication services he
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is geing far heyond these existing
powers by trying to force the industry to actuslly build its systems around
government eavesdropping. It is the equivalent of the government reguiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reqguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rague government agents to access our perseonal communications. Past
efforts to pravide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangercus suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping. :

I Took forward to hearing your thoughts con this matter.

Sincerely,

Rasanne Arnowitz
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Art Krueqer

32 Blazing Star Lane
Bahama, NC 27503

March 18, 2004

FCC Chairman Michael Powel)
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built~in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers hy trying to force the industry to actually build its systems around
government eavesdrepping. It is the equivalent of the government requiring alj}
new homes he built with a peephole for law enforcement to look through.

I am very concerned that this reqguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infarmation between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Jaw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access cur perscnal communications, Past
effarts ta provide this sort of hackdoor access have not been successful and
anty created a rich opportunity for hackers,

Once again, I urge vou to oppose the dangerous suggesticn of the Department of
Justice that our new Internet communication technologies should have built—=in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Art Krueger
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joyce bush

40 kendrick rd
e harwich rd, ma 02645

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my apposition to the
Department of Justice s reguest that all new Internet communication services he
regquired to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivaient of the governmant requiring all
new homes be built with a peephole for law enforcement to Took through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infarmation hetween sources like phone companies and data
sources jike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue governmenht agents to access our personal communications. past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technolegies should have built-in
wiretapping.

I look faorward to hearing your thoughts on this matter.

Sincerely,

ioyce bush
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John Mezly

7305 M Creeley Ave
Portland, OR 87217

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not belieye this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internst telephone companies te allow
the FBI to conduct surveillance. The FBI is going far beyvond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to JTook through.

I am very <oncerned that this requirement represents an end-run arocund
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our perscnal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal ¢ommunications. Past
efforts to provide this sort of backdoor access have not been successful and
anly created a rich opportunity for hackers.

Once again, I urge you to opponse the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I lTook forward to hearing your thoughts on this matter.

Sincerely.

John Mealy
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Yana Merrill

2708 Plazuela Serena
Santa Fe, NM 87505

March 18, 2004

FCC Chairman Michael Powell
Federal Communicatiaons Commission
445 12th Street SW

Washington, D¢ 20554

FCC Chairman Powell:

fs a concerned individual, I am writing to express my opposition to the
Cepartment of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Langstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far heyand these existing
powers by trying to force the industry to actually build its systems around
gaovernment eavesdropping. It is the equivalent of the government requiring ail
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end—-run around
Congress. Lawmakers, after extensive deliberations, set up baoundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the tegislative process to alter that careful balance,

I understand that by requiring a master key to our personal communications, the
government is ¢reating the very real potential for hackers and thieves or
even rogque dovernment agents to access our persanal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity far hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

T look forward to hearing your thoughts on this matter.

Sincerely,

Yana Merrill
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Kenneth Perry

116 S. Lucia Unit B
Redondo Beach, CA 90277

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Streer SW

Washington, DC 20554

FCC Chairman Powell:

As a cancerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not helieve this recuirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allaw
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

T am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infaormation betwsen sources Yike phone <ompanies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance,

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
gven rogue government agents to access our persaonal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers,

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-—in
wiretapping.

I look forward to hearing your thoughts on this matter,

Sincerely,

Kenneth W. Perry



